
FRONTIER SERVICES AGREEMENT 

This Frontier Services Agreement ("FSA") is effective as of February 6, 2017, by and between Frontier Communications of A��rica, Inc .. �n. behalf of 
itself and its affiliates which provide Equipment and Services identified in the Schedules ("Frontier''), and Pinellas County, a poht1cal subd1v1s1on of the 
State of Florida, whose primary address is 315 Court Street, Clearwater, Florida 33756 ("Customer''). 

1. Provision of Services and Equipment

a. Frontier will provide and the Customer agrees to pay for the 
communications, installation and maintenance services (collectively 
"Service"), and/or purchase or lease equipment ("Equipment''), described 
in this FSA and Schedules executed by Customer. 

b. Customer acknowledges that certain Services may be governed 
by tariff or price schedule filed with the Federal Communications 
Commission and/or the state public utilities commission. In the event of 
any inconsistencies between this FSA and an applicable tariff, the tariff 
shall control except with respect to pricing, early termination charges or 
cancellation charges for which this FSA shall control. 

c. Frontier will provide, maintain and repair the Frontier owned 
facilities and equipment used to provide the Services ("Frontier('s) 
Network"), up to and including the point at which Frontier's Network is 
made available for interconnection to Customer's premises equipment or 
inside wiring. Customer shall provide Frontier reasonable access to 
Customer's premises during normal business hours for the purpose of 
installing, inspecting, testing, rearranging, repairing or removing any 
Frontier Network components, including obtaining approvals, permits or 
licenses from third parties as necessary. Customer will cooperate in good 
faith and provide all reasonable information and authorizations required by 
Frontier for the purpose of installing Services and/or Equipment, 
performing routine network grooming, maintenance, upgrades, and 
addressing emergencies, including but not limited to design layout records 
of any Customer or third party network elements to be connected to the 
Services and Letters of Agency allowing Frontier to act on the Customer's 
behalf related to the Services and auxiliary third party services. 

d. Only authorized agents and representatives of Frontier may 
perform maintenance work with respect to Frontier's Network. Any repair, 
alteration, configuration or servicing of Frontier's Network, Services or 
Equipment by Customer or third parties without the written consent of 
Frontier is a material breach of this FSA and cause for termination at 
Frontier's option. 

e. If Frontier is unable to commence performance hereunder due
to circumstances within Customer's control, any related costs incurred by 
Frontier, including but not limited to travel at normal rate and overtime 
labor rate expenses, will be reimbursed by Customer. Customer will 
reimburse Frontier for all costs incurred for installation, maintenance and 
repair if: (i) Frontier's Network is altered, maintained or repaired by any 
party other than Frontier, without Frontier' prior written consent, (ii) the 
malfunction of the Service or Equipment is the result of mishandling, 
abuse, misuse, improper operation, improper storage, or improper 
installation by anyone other than Frontier (including use in conjunction with 
equipment electrically or mechanically incompatible); or (iii) if the problem 
originated from a source unrelated to Frontier's Network. 

f. Customer will provide (i) suitable building facilities (including but
not limited to space, circuitry, power, backup power, and surge protectors) 
for the installation, operation, and maintenance of Frontier's Network in 
accordance with manufacturer's documentation and Frontier's installation 
standards, more fully described in the applicable Schedule; and (ii) a well
lighted and safe working area that complies with all local safety standards 
and regulations. 

g. The Services or Equipment may be connected with the services 
or facilities of other carriers. Frontier may, when authorized by Customer 
and as may be agreed to by Frontier, act as Customer's agent for ordering 
facilities provided by other carriers to allow such connection of Customer's 
locations to Frontier's Network or to the network of an underlying carrier 
or service. 

h. Customer is responsible for all charges billed by other carriers
or third parties. Frontier shall not be responsible for the installation, 

operation, repair or maintenance or performance of equipment, facilities, 
software or service not provided directly by Frontier. Customer is 
responsible to provide equipment compatible with the Service or 
Equipment and Frontier's Network, and any wiring required to extend a 
communications termination and/or demarcation at the Customer 
premises. Customer will provide suitable building facilities for the provision 
of Services in accordance with local codes, including but not limited to 
ducting, conduit, structural borings, etc. for cable and conductors in floors, 
ceilings and walls; electrical service with suitable terminals and power 
surge protection devices; and metallic grounds with sufficient slack in the 
equipment room, installed in conformity with the National Electrical Code 
and local codes, and Frontier's installation standards. 

i. Customer is solely responsible for the selection, implementation 
and maintenance of security features for protection against unauthorized 
or fraudulent use of the Services and Equipment. Customer is solely 
responsible for ensuring that all of Customer's data are adequately 
secured, documented and backed-up at all times. Frontier and its 
contractors are not responsible or liable for data loss for any reason. 

j. Frontier will manage the Frontier Network in Frontier's sole
discretion, and reserves the right to substitute, change or rearrange any 
equipment or facilities used in delivering Services or provisioning the 
Equipment. Frontier will endeavor to provide reasonable notice prior to 
any scheduled maintenance, planned enhancements or upgrades, which 
may result in a degradation or disruption in Service. Frontier reserves the 
right to suspend Service for emergency maintenance to Frontier's Network 
without notice to Customer . Customer shall designate a primary contact 
for receipt of such notice. 

k. Customer represents and warrants that its use of the Service 
and Equipment will comply and conform with all applicable federal, state 
and local laws, administrative and regulatory requirements and any other 
authorities having jurisdiction over the subject matter of this FSA and 
Customer will be responsible for applying for, obtaining and maintaining 
all registrations and certifications which may be required by such 
authorities with respect to such use. 

I. Except as expressly identified in a Schedule, Customer and its
employees shall be the only permitted end-user of the Services and leased 
Equipment. Customer shall not resell or bundle the Services or leased 
Equipment, nor permit any third party to access the Services or leased 
Equipment in exchange for compensation of any kind. 

2. Term

The term of this FSA will commence as of the date identified in the 
introductory paragraph above or the date the FSA is executed by both 
Parties, whichever is later (the "Effective Date") and will continue through 
the Service Term with respect to any Service or Equipment provided 
pursuant to this FSA. Customer will purchase the Services, or lease 
Equipment, identified in each Schedule for the period of time stated in the 
Schedule (the "Service Term"). Unless otherwise stated in the Schedule, 
the Service Term and billing for the Service, will begin upon the earlier of 
(i) Customer's use of the applicable Service(s) or Equipment or (ii) five (5) 
days following Frontier's installation of such Service(s) or Equipment, and
such date is deemed the commencement of the applicable Service
Term. If neither party provides the other with written notice of its intent to
terminate a Service at least sixty (60) days prior to expiration, the Service
Term of each Service will automatically renew for additional monthly
periods, subject to the terms and conditions of this FSA and at the current
Schedule term rate, excluding promotional rates.

3. Payment 

a. Customer shall pay all charges set forth in the Schedules and in 
applicable tariffs during the Service Term. Frontier will invoice Customer 
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Ethernet Data Service & Ethernet Internet Access 
Service Level Attachment 

This Ethernet Data Service & Ethernet Internet Access Service Level Attachment ("SLA") applies to Ethernet Services ordered pursuant to an 
Ethernet Internet Access Schedule, Ethernet Virtual Private Line (EVPL) Schedule, or Ethernet Local Area Network (E-LAN) Schedule executed by and 
between Pinellas County ("Customer'') 
and Frontier Communications of America, Inc. ("Frontier''). The terms of this SLA apply exclusively to the Ethernet network elements directly within 
Frontier's management responsibility and control ("On-Net Service"). 

1. Operational Objectives 

A. Availability: Circuit Availability is the ability to exchange data 
packets with the nearest Frontier Internet PoP or On-Net 
Customer egress port (Z location) via the ingress port 
(A location). "Service Outage" occurs when packet transport is 
unavailable or when the output signal is outside the limits of this 
service guarantee. Availability is measured by the number of 
minutes during a calendar month that the On-Net Service is 

Table1A: Ethernet & EIA SLAs 

Circuit Avallabillty (CA) MAC Service Credit 

Avallablllty I 99.95% 
Below 99.95% Service Credit 30% MRC 
Below 95.0% Service Credit 50% MRC 

operational, divided by the total minutes in that calendar month. Calculation is based on the stop-clock method beginning at the date and time 
of the Customer-initiated trouble ticket and ends when Frontier restores SLA-compliant circuit operation. Frontier's On-Net Service Availability 
commitment and applicable Service credit are outlined in Table 1 A, subject to Sections 3 and 4 below. 

B. Mean Time to Repair {MTTR): MTTR is a monthly calculation of the average 
duration of time between Trouble Ticket initiation (in accordance with Section 
28) and Frontier's reinstatement of the On-Net Service to meet the Availability 
performance objective. The MTTR objectives, and credits applicable to a failure 
to meet such objectives, are outlined in Table 1 B, subject to Sections 3 and 4 

Table 18: Ethernet & EIA SLAs 

Mean Time To Repair MAC Service Credit 

below. 
MTTR I 4 Hours 

10% MRC above 4 hrs 
25% MRC above 6 hrs 

2. Performance Objectives 

A. Packet Delivery: The Frame Loss Ratio (FLR) is a round trip measurement between ingress and egress ports (NIDs) at the Customer's A and 
Z locations of packet delivery efficiency. FLR is the ratio of packets lost, round trip, vs. packets sent. Packet delivery statistics are collected for 
one calendar month. Credits will be based on Frontier's verification of packet delivery performance between NIDs at Customer's Service 
Location. The packet delivery SLA applies to CIR-compliant packets on Ethernet LAN I WAN circuits Q!Jjy. This packet delivery guarantee 
does not apply to Ethernet Internet services. Frontier offers three FLR Quality of Service (QoS) levels for Ethernet Data Service. The 
applicable SLA is based on the QoS level, as outlined in Table 1 C. Ethernet Gold and 
Platinum are premium level services designed to support commercial customers' 
mission-critical and real time applications. 

Table 1C: Ethernet Frame Loss Ratio (FLA) 

• Silver QoS service is Frontier's basic business class data service with improved 
performance across all standard performance parameters. Ethernet Silver SLA, 
termed Standard Data (SD) Service, is Frontier's upgraded replacement of Best 
Effort Ethernet designed specifically for the commercial customer. 

• Gold QoS service is a premium business data service featuring enhanced 
performance parameters with packet forwarding priority set to Priority Data. 

• Platinum QoS service carries Frontier's highest QoS performance parameters and 
includes voice grade packet forwarding priority set to Real Time. 

Packet Loss 
QoS Level 

Sliver 
[Standard Data Service] 

Gold 
[Priority Data Service] 

Platinum 
[RealTime Service] 

Frame Loss Ratio MAC Service 
(FLR) Credit 

0.10% 10% 

0.05% 15% 

0.01% 20% 

If packet delivery performance falls below the applicable packet delivery percentage, Customer will be entitled to a Service credit as outlined in 
Table 1C, subject to Sections 3 and 4 below. 

B. Latency: Latency, Frame Transfer Delay (FTD), is the maximum packet 
delivery time measured round-trip between Customer's A and Z 
locations at the Committed Information Rate (CIR). Latency is measured 
across On-Net Service paths between ingress and egress NIDs. 
Measurements are taken at one-hour intervals over a one month period. 
Credits are based on round-trip latency of 95u, percentile packet. The 
Frame Transfer Delay SLA is limited to CIR-compliant packets on 
Ethernet LAN I WAN circuits ONLY. The FTD guarantee does not 
apply to Ethernet Internet services. Customer must meet the 
following criteria to qualify for Service credits on the EvPL Latency SLA 
outlined in Table 1 D and Table 1 E: 

• Access loops at Customer locations A and Z must have optical fiber 
connectivity from the Serving Wire Center to the NIDs at each premise 
to qualify for Fiber Loop FTD SLA. Otherwise, Frontier will honor the 
Copper FTD SLA for the circuit. 

• Each SLA guarantee is associated with ONLY one QoS Level. 
Frontier will honor the Service credit associated with the QoS level 
ordered for On-Net Services. Customer will be entitled to Service credits 
if the Service fails to meet applicable Performance Objective as outlined 
in Table 1 D and Table 1 E subject to Sections 3 and 4 below. 
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Table 10: Ethernet Frame Transfer Delay (FTD): Fiber Loop 

Latency QoS Level Rol.lld Trip Delay Round Trip Delay MRC SeNice Credit 
( <SO Miles) ( > 50 Miles ntrastate) 

Sliver 20ms 45ms 10% [Standard Data SeNice] 

Gold 12ms 32ms 15% 
[Priority Data SeNicel 

Platinum 9ms 24ms 20% IRaal lime Serllice] 
Interstate Latency metrics are enalneered and set for soeciflc solutions 

Table1E: Ethernet Frame Transfer Delay (FTD): Copper LooJ 

Latency QoS Level Rol.lld Trip Delay Rol.lldTrip Delay MRC SeNice Credit 
( <SO Miles) ( > 50 Miles ntrastate) 

Sliver 40ms 65 ms 10% [Standard Data SeNice] 

Gold 30ms 50ms 15% 
!Priority Data SeNicel 

Platinum 27ms 42ms 20% [Raal lime SeNice] 
Interstate Latenr.v metrics are enaineered and set for soecttic solutions 
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Ethernet Data Service & Ethernet Internet Access 
Service Level Attachment 

C. !l..!ll!r.: Packet Jitter, Frame Delay Variance (FDV), is the difference in end-to-end one way delay between selected packets in a data stream with 
any lost packets being ignored. Frontier guarantees average FDV (inter-packet differential) performance on On-Net Service transmissions will 
meet performance parameters outlined in the tables below. Credits are based on the monthly average Frame Delay Variance. This FDV SLA is 
limited to CIR-compliant packets on Ethernet LAN /WAN circuits ONLY. The FDV guarantee does not apply to Ethernet Internet services. 
Customer must meet the following criteria to qualify for Service credits on the EvPL Jitter SLA: 

• Access loops at Customer Service Locations A and Z must have optical fiber connectivity from the Serving Wire Center to the NIDs at each 
Service Location to qualify for Fiber Loop FDV SLA. Otherwise, Frontier will honor the Copper FDV SLA for the circuit. 

• Each SLA guarantee is associated with ONLY one QoS Level. Frontier will honor the Service credit associated with the QoS level ordered for 
On-Net Services, as outlined in the applicable Ethernet Service Schedule. Customer will be entitled to the credit as outlined in Table 1 F and 
Table 1 G if On-Net Services fail to meet applicable service level objectives, subject to Sections 3 and 4 below. 

Table 1F: Bhernet Frame Delay Variance (FDV): Aber Loop Table 1G: Bhernet Frame Delay Variance (FDV): Copper Loop 

Average Jitter Average Jitter 
MRC Service 

,werage .. mer Average .imer 

Jitter QoS Level Per Site Per Site Jitter QoS Level Per Site Per Site MRC Service 

(<50 Miies) (>50 Miies) 
Credit 

(<50Mlles) (>SO Miles) Credit 

Sliver 
s 9 rrs 10% 

Sliver 
s 9 rrs s 14 rrs 10% 

[Standard 031a Service] 
s 14 rrs 

[Standard 03ta Service] 

Gold 
s 4 rrs s 10 rrs 15% 

Gold 
s 4 rrs s 10 rrs 15% 

[Priority Cata Service] (Priority Cata Service] 

Platinum 
s 2 rrs s 7 rrs 20% 

Platinum 
s 2 rrs s 7 rrs 20% 

(Real Time Cata Service] [Real Time Cata Service) 

• Interstate SLA guarantees: Specific SLA parameters for Frame Loss Ratio (FLA), Frame Transfer Delay (FTD), and Frame Delay 
Variance (FDV) guarantees are determined by Frontier Region Engineering assessment for each interstate circuit and .!lQ1 covered by 
this SLA. 

3. Service Outage Reporting Procedure. 

A. Frontier will maintain a point-of-contact for Customer to report a Service Outage, twenty-four (24) hours a day, seven (7) days a week. 

B. When On-Net Service is suffering from a Service Outage, Customer must contact Frontier's Commercial Customer Support Center at 1-(888) 
637-9620 to identify the Service Outage and initiate an investigation of the cause ("Trouble Ticker). Responsibility for Trouble Ticket initiation 
rests solely with Customer. Once the Trouble Ticket has been opened, the appropriate Frontier departments will initiate diagnostic testing and 
isolation activities to determine the source. In the event of a Service Outage, Frontier and Customer will cooperate to restore the Service. If the 
cause of a Service Outage is a failure of Frontier's equipment or facilities, Frontier will be responsible for the repair. If the degradation is caused 
by a factor outside the control of Frontier, Frontier will cooperate with Customer to conduct testing and repair activities at Customer's cost and 
at Frontier's standard technician rates. 

C. A Service Outage begins when a Trouble Ticket is initiated and ends when the affected On-Net Service is Available; provided that if the Customer 
reports a problem with a Service but declines to allow Frontier access for testing and repair, the Service will be considered to be impaired, but 
will not be deemed a Service Outage subject to these terms. 

D. If Frontier dispatches a field technician to perform diagnostic troubleshooting and the failure was caused by the acts or omissions of Customer 
or its employees, affiliates, contractors, agents, representatives or invitees; then Customer will pay Frontier for all related time and material costs 
at Frontier's standard rates. 

4. Credit Request and Eligibility. 

A. In the event of a Service Outage, Customer may be entitled to a credit against the applicable On-Net Service MAC if (i) Customer initiated a Trouble 
Ticket; (ii) the Service Outage was caused by a failure of Frontier's equipment, facilities or personnel; (iii) the Service Outage warrants a credit based 
on the terms of Section 1; and (iv) Customer requests the credit within thirty (30) days of last day of the calendar month in which the Service Outage 
occurred. 

B. Credits do not apply to Service Outages caused, in whole or in part, by one or more of the following: (i) the acts or omissions of Customer or its 
employees, affiliates, contractors, agents, representatives or invitees; (ii) failure of power; (iii) the failure or maHunction of non-Frontier equipment or 
systems; (iv) circumstances or causes beyond the control of Frontier or its representatives; (v) a Planned Service Interruption; or (vi) Emergency 
Maintenance. In addition, Customer will not be issued credits for a Service Outage during any period in which Frontier is not provided with access to 
the Service location or any Frontier network element, or while Customer is testing and/or verifying that the problem has been resolved. "Planned 
Service Interruption" means any Service Outage caused by scheduled maintenance, planned enhancements or upgrades to the Frontier network; 
provided that Frontier will endeavor to provide at least five (5) business days' notice prior to any such activity if it will impact the Services provided to 
Customer. "Emergency Maintenance" means maintenance which, if not performed promptly, could result in a serious degradation or loss of service 
over the Frontier network. 

C. Notwithstanding anything to the contrary, all credit allowances will be limited to maximum of 50% of the MAC for the impacted On-Net Service, 
per month. For cascading failures, only the primary or causal failure is used in determining Service Outage and associated consequences. Only 
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Ethernet Data Service & Ethernet Internet Access 
Service Level Attachment 

one service level component metric can be used for determining Service credits. In the event of the failure of the Service to meet multiple metrics 
in a one-month period, the highest Service credit will apply, not the sum of multiple Service credits. 

D. This SLA guarantees service performance of Frontier's Ethernet data services only. This SLA does not cover TOM services (081, NxDS1, or 
083 services] or other voice or data services provided by Frontier. This SLA does not apply to services provided over third party facilities, 
through a carrier hotel, or over Frontier facilities which terminate through a meet point circuit with a third party carrier. 

E. The final determination of whether Frontier has or has not met SLA metrics will be based on Frontier's methodology for assessment of compliant 
performance. Service Outage credits are calculated based on the duration of the Service Outage, regardless of whether such Service Outage 
is the result of failure of the Service to meet one or more performance metric. 

F. Credit allowances, if any, will be deducted from the charges payable by Customer hereunder and will be expressly indicated on a subsequent 
bill to Customer. Credits provided pursuant to this SLA shall be Customer's sole remedy with regard to Service Outages. 

5. Chronic Outage: An individual On-Net Service qualifies for "Chronic Outage" status if such service fails to meet the Availability objectives, and one 
or more of the following: (a) a single Trouble Ticket extends for longer than 24 hours, (b) more than 3 Trouble Tickets extend for more than 8 hours, 
during a rolling 6 month period, or (c) 15 separate Trouble Tickets of any duration within a calendar month. If an On-Net Service reaches Chronic 
Outage status, then Customer may terminate the affected On-Net Service without penalty; provided that Customer must exercise such right within 
ten (10) days of the On-Net Service reaching Chronic Outage status and provide a minimum of 15 days prior written notice to Frontier of the intent to 
exercise such termination right. 

This SLA constitutes the entire agreement between the parties pertaining to the subject matter herein and supersedes all prior oral and written proposals, 
correspondence and memoranda with respect thereto, and may not be modified in any manner except by mutual written agreement. 

Frontier Communications of America, Inc. 

Frontier's Signature: 

(Q_;f- M 
l ~ 1( -

Printed Name: fL "b~r+ i'YL 
Title: IL-r_o i F>NA l S,t,1.l 'lS 
Date: 1-l!J- 17 
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V' 

<Insert Customer's Name> 

Customer's Signature: 

' Printed Name: 

Tltle: 

Date: 
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ETHERNET LOCAL AREA NETWORK (E-LAN) SCHEDULE 
With Managed Router 

This Is Schedule Number S-0000127952 to the Frontier Services Agreement dated 2/6/17  ("FSA") by and between PINELLAS COUNTY 
("Customer") and Frontier Communications of America Inc. on behalf of itself and its affiliates ("Frontier"). Customer orders and Frontier agrees to 
provide Services and Equipment identified in the Schedule below. 

Primary Service Location: 
Schedule Version: 

10750 Ulmerton Rd, Largo, Florida, 33778 
NEW 181 REPLACEMENT0 

Schedule Date: 
Service Term: 60 

A detailed description of the Services, by location, Is provided In Tables 1 and 2, on page 2 of this Schedule. 

Service NRC MAC 

Ethernet Access Circuit(s) $0.00 $ 2,057.00 

Ethernet Virtual Circuit - EVC $0.00 $0.00 

Internet Port and EVPL Silver EVC $ $ 

Static IP Select Size block $ $ 

Special Construction $ $ 

Managed Router $0.00 $495.00 

Total: $0.00 $ 2552.00 

Interstate/ Intrastate Pricing Certification: The term "interstate in nature" means that the traffic originates in one state and terminates in another 
state or outside the United States, regardless of how it is routed. Customer certifies that its dedicated point-to-point traffic over such Services will be: 

O more than10% interstate in nature, or 181 less than 10% interstate in nature. 

1. SERVICE DESCRIPTION. Ethernet Local Area Network (E-LAN) is a data 
service providing multipoint-to-multipoint Ethernet connections to each 
Customer User Network Interface (UNI). E-LAN will be designed, provisioned 
and implemented with standard switched Ethernet components. Each access 
circuit is given its own ingress I egress bandwidth profile. Connectivity is 
provided to all E-LAN access circuits thru a single non-deterministic Ethernet 
Virtual Circuit (EVC) carrying all bandwidth profiles. The E-LAN EVC provides
secure traffic separation, and privacy for Customer Service Locations over
Frontier's shared switching infrastructure. Frontier E-LAN features two
configuration variations: 1) All-to-One Bundled Access which accepts and
carries VLAN (Virtual LAN) tagged and/or untagged traffic and supports Layer-
2 Control Protocol (L2CP) tunneling upon request. 2) Multiplexed Access will
accept and carry multiplexed EVCs preserving the Customer's VLAN ID.
Multiplexed Access does not support L2CP.

Managed Router Service: Frontier will configure the Router based on 
documented customer requirements. Customer shall permit Frontier to access 
the Router's Simple Network Management Protocol (SNMP) variables, and 
Customer shall, at Frontier's request, permit one or more Frontier network 
management systems to be the recipient of SNMP trap messages. Frontier will 
perform monitoring based on standard SNMP traps received from the Router. 
Frontier will work to isolate and determine the source and severity of the 
problems. If a problem is caused by either the network transport or the Router, 
Frontier and Customer will cooperate to restore the Router to operational 
condition. If the source of the problem is within the Router, Frontier will be 
responsible for the repair or replacement of the Router, in Frontier's sole 
discretion. If the source of the problem is not the Router, at Customer's request 
Frontier will cooperate with Customer to conduct testing and repair activities, 
subject to Frontier's standard technician rates. Frontier has no responsibility 
with respect to: (i) electrical work external to the Router, including but not limited 
to power or back-up power to or from the Router; (ii) Router failures caused by 
factors not related to the Router or outside Frontier's control, including but not 
limited to failure of the Service Location or any of Customer's other network 
equipment or facilities to conform with Frontier's specifications; (iii) use of the 
Router for any purpose other than as intended by the manufacturer; (iv) 
damage caused by anyone other than an Frontier employee or representative; 
(v) Router supplies, accessories, painting, or refurbishing; and (vi) any activity 
related to anything not furnished by Frontier, or use of Router which fails to
conform to manufacturer or Frontier specifications.

Special Construction: All Services are subject to availability and Frontier 
Network limitations. The rates identified in this Schedule are estimated based 
on standard installation costs and Services may not be available at all service 
locations at the rates identified. If Frontier determines, in its reasonable 
discretion, that the costs of provisioning Service to any service location are 
materially higher than normal, Frontier will notify Customer of the additional 
costs associated with provision of the Services and request Customer's 
acceptance of such costs as a condition to proceeding ("Special 
Construction"). Upon notification that Special Construction is required, 
Customer will have ten (10) business days to notify Frontier of its acceptance. 

II the Customer does not agree to the Special construction within ten (10) 
business days, the Customer shall be deemed to have cancelled the Service 
Schedule without further liability. If the Customer agrees to the Special 
Construction, Frontier and Customer will execute a replacement Schedule. 

2. OBLIGATIONS OF CUSTOMER. Customer shall properly use any equipment 
or software, and all pass codes, personal identification numbers ("PINs") or
other access capability obtained from Frontier or an affiliate or vendor of Frontier
and shall surrender the equipment and software in good working order to
Frontier at a place specified by Frontier and terminate all use of any access 
capability upon termination or expiration of this Schedule. Customer shall be
responsible for all uses of PINs, pass codes or other access capability during or
after the term hereof. Customer agrees that the Equipment and Service 
provided by Frontier hereunder are subject to the terms, conditions and 
restrictions contained in any applicable agreements (including software or other 
intellectual property license agreements) between Frontier and Frontier's 
vendors. Customer is responsible to ensure appropriate processes and 
protocols are in place for rate shaping to the amount of throughput
ordered. Customer acknowledges that failure to comply with this responsibility
may negatively impact Service performance.
3. EQUIPMENT OR SOFTWARE NOT PROVIDED BY FRONTIER. Upon notice from
Frontier that the facilities, services, equipment or software not provided or
approved by Frontier is causing or is likely to cause hazard, interference or
service obstruction, Customer shall immediately eliminate the likelihood of
hazard, interference or service obstruction. If Customer requests Frontier to
troubleshoot difficulties caused by the equipment or software not provided by
Frontier, and Frontier agrees to do so, Customer shall pay Frontier at its then
current rates. 

4. INTERNET ACCEPTABLE USE POLICY AND SECURITY. For Customers ordering 
Internet integration into the network initially or during the Service Term,
Customer shall comply, and shall cause al l Service users to comply, with 
Frontier's Acceptable Use Policy ("AUP"), which Frontier may modify at any
lime. The current AUP is available for review at the following address, subject
to change: http://www.frontier.com/policies/commercial aup/. Customer is
responsible for maintaining awareness of the current AUP and adhering to the
AUP as it may be amended from time to time. Failure to comply with the AUP
is grounds for immediate suspension or termination of Frontier Internet 
Service, notwithstanding any notice requirement provisions of the FSA.
Customer is responsible for the security of its own networks, equipment,
hardware, software and software applications. Abuse that occurs as a result of 
Customer's systems or account being compromised or as a result of activities 
of third parties permitted by Customer may result in suspension of Customer's 
accounts or Internet access by Frontier. Each party agrees to be responsible for 
its own negligence and that of its employees and agents. 
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Internet Service added to LAN Solution 

Internet Port and EVC (Sliver ONLY) 

Static IP Block: CIDR 

Service 
Service Address, and NPA NXX: 

Location 

A 
10750 Ulmerton Rd., 
Largo, FL, 33778, 727 464 

B 22211 US 19 N, 
Clearwater, FL, 33765, 727 464 

c 201 Highland Ave NE, 
Largo , FL, 33770, 727 587 

440 S Huey Ave, 

ETHERNET LOCAL AREA NETWORK (E-LAN) SCHEDULE 
With Managed Router 

-
Table 2: Internet Access 

Internet Elements Originating Access Location 
Termination on the 

MRC 
Internet 

Mbps Internet Port $ 

Usable Addresses IP Version NRC MRC 

$ $ 

Table 2: Ethernet Access Circuits - -
Service 

Charges 

NRC MRC 

Access CIR (Mbps) 20 Mbps $0.00 $ 508.00 
Manaaed Router 1 $0.00 $ 99.00 

Access CIR (Mbps) 20 Mbps $0.00 $ 508.00 
Manaaed Router 1 $0.00 $ 99.00 

Access CIR (Mbps) 9 Mbps $0.00 $480.00 
Managed Router 1 $0.00 $ 99.00 

Access CIR (Mbps) 3 Mbps $0.00 $ 407.00 
D 

Tarpon Springs, FL, 34689, 727 938 Manaaed Router 1 $0.00 $ 99.00 

E 7700 59111 Street N., Access CIR (Mbps) 6 Mbps $0.00 $ 352.00 
Pinellas Park, FL, 33781, 727 541 Manaaed Router 1 $0.00 $ 99.00 

F 
street, Access CIR (Mbps) Mbps $ $ 
city, state, zip, NPA NXX Managed Router $ $ 

G 
street, Access CIR (Mbps) Mbps $ $ 
city, state, zip, NPA NXX Manaaed Router $ $ 

H street, Access CIR (Mbps) Mbps $ $ 
city, state, zip, NPA NXX Manaaed Router $ $ 

I 
street, Access CIR (Mbps) Mbps $ $ 
city, state, zip, NPA NXX Manaaed Router $ $ 

J street, Access CIR (Mbps) Mbps $ $ 
city, state, zip, NPA NXX Managed Router $ $ 

K street, Access CIR (Mbps) Mbps $ $ 
city, state, zip, NPA NXX Manaoed Router $ $ 

L 
street, Access CIR (Mbps) Mbps $ $ 
city, state, zip, NPA NXX Manaaed Router $ $ 

M street, Access CIR (Mbps) Mbps $ $ 
city, state, zip, NPA NXX Managed Router $ $ 

N 
street, Access CIR (Mbps) Mbps $ $ 
city, state, zip, NPA NXX Manaaed Router $ $ 

Subtotal: $0.00 $ 2,552.00 

This Schedule is not effective and pricing, dates and terms are subject to change until signed by both parties, and may not be effective until approved by the FCC 
and/or applicable State Commission. This Schedule and any of the provisions hereof may nQ1 be modified in any manner except by mutual written agreement. The 
above rates do not include any taxes, fees or surcharges applicable to the Service. This Schedule, and all terms and conditions of the FSA, is the entire agreement 
between the parties with respect to the Services described herein, and supersedes any and all prior or contemporaneous agreements, representations, statements, 
negotiations, and undertakings written or oral with respect to the subject matter hereof. 

Frontier Communications of America, Inc. PINELLAS COUNTY 

Frontier's Signature: 

,Zq M 1-~ 
Customer's Signature: 

Printed Name: Printed Name: 

Title: Title: 

Date: Date: 
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ETHERNET VIRTUAL PRIVATE LINE (EVPL) SCHEDULE 
With Managed Router 

This is Schedule Number S-0000124033 to the Frontier Services Agreement dated 2/6/17 ("FSA") by and between PINELLAS COUNTY 
("Customer") and Frontier Communications of America, Inc. on behalf of itself and its affiliates ("Frontier"). Customer orders and Frontier agrees to 
provide the Services and Equipment identified in the Schedule below. 

Primary Service Location: 10750 Ulmerton Rd, Largo, Florida, 33778 Schedule Date: 
Schedule Version: NEW 181 REPLACEMENT0 Service Term: 60 

A detailed description of the Services, bv location, is orovided in Tables 1, 2 and 3 of this Schedule. 

Service NRC MAC 

Ethernet Access Circuit(s) $0.00 $ 2,429.00 

Ethernet Virtual Circuit(s) - EVCs $ 0.00 $ 636.00 

Internet Port and EVC $ $ 

Static IP Select Size block $ $ 

Managed Router $0.00 $495.00 

Subtotal: $0.00 $3,560.00 

Interstate/ Intrastate Pricing Certification: Customer certifies that its dedicated point-to-point traffic over such Services: 

D will be more than 10% interstate in nature; OR 181 will be 10% or less interstate in nature. 

The term "interstate in nature" means that the traffic originates in one state and terminates in another state or outside the United States, regardless of how ii is routed. 

1. Service Description: 

Ethernet Virtual Private Line is a data service providing point-to-point or point
to-multipoint Ethernet connections between a pair of User Network Interfaces 
(UNls). EVPL is a carrier grade data networking service featuring Quality of 
Service (QoS) and the following progressively higher Class of Service (CoS) 
levels: Silver Service (Standard Data (SD) Service), Gold Service (Priority Data), 
or Platinum Service (Real Time). EVPL will be designed, provisioned and 
implemented according to standard switched Ethernet components consisting of 
service multiplexed capability over UNls, Network to Network Interfaces (NNls) 
where available and Ethernet Virtual Connections (EVCs) through the use of 
Virtual Local Area Networks (VLANs) in order to secure traffic separation, 
privacy and security between Customer's Service Locations over Frontier's 
shared switch and backbone infrastructure. Ethernet Virtual Private Line will 
accept and carry untagged and or tagged traffic as described per IEEE 802.1 Q 
networking standards specific to Frontier's Ordering Guidelines for this Service, 
available at http://lrontier.com/wholesale/access-services/access-reference
documents, as may be modified by Frontier from time to time. 

Managed Router Service: Frontier will configure the Router based on 
documented customer requirements. Customer shall permit Frontier to access 
the Router's Simple Network Management Protocol (SNMP) variables, and 
Customer shall, at Frontier's request, pennit one or more Frontier network 
management systems to be the recipient of SNMP trap messages. Frontier will 
perform monitoring based on standard SNMP traps received from the Router. 
Frontier will work to isolate and detennine the source and severity of the 
problems. If a problem is caused by either the network transport or the Router, 
Frontier and Customer will cooperate to restore the Router to operational 
condition. If the source of the problem is within the Router, Frontier will be 
responsible for the repair or replacement of the Router, in Frontier's sole 
discretion. If the source of the problem is not the Router, at Customer's request 
Frontier will cooperate with Customer to conduct testing and repair activities, 
subject to Frontier's standard technician rates. Frontier has no responsibility with 
respect to: (i) electrical work external to the Router, including but not limited to 
power or back-up power to or from the Router; (ii) Router failures caused by 
factors not related to the Router or outside Frontier's control, including but not 
limited to failure of the Service Location or any of Customer's other network 
equipment or facilities to confonn with Frontier's specifications; (iii) use of the 
Router for any purpose other than as intended by the manufacturer; (iv) damage 
caused by anyone other than an Frontier employee or representative; (v) Router 
supplies, accessories, painting, or refurbishing; and (vi) any activity related to 
anything not furnished by Frontier, or use of Router which fails to conform to 
manufacturer or Frontier specifications. 

Special Construction: All Services are subject to availability and Frontier Network 
limitations. The rates identified in this Schedule are estimated based on standard 
installation costs and Services may not be available at all service locations at the 
rates identified. If Frontier determines, in its reasonable discretion, that the 
costs of provisioning Service to any service location are materially higher than 
normal, Frontier will notify Customer of the additional costs associated with 
provision of the Services and request Customer's acceptance of such costs as a 

condition to proceeding ("Special Construction"). Upon notification that Special 
Construction is required, Customer will have ten (10) business days to notify 
Frontier of its acceptance. If the Customer does not agree to the Special 
construction within ten (10) business days, the Customer shall be deemed to 
have cancelled the Service Schedule without further liability. If the Customer 
agrees to the Special Construction, Frontier and Customer will execute a 
replacement Schedule. 

2. Obligations of Customer. Customer shall properly use any equipment or 
software, and all pass codes, personal identification numbers ("PINs") or other 
access capability obtained from Frontier or an affiliate or vendor of Frontier and 
shall surrender the equipment and software in good working order to Frontier at
a place specified by Frontier and terminate all use of any access capability upon
tennination or expiration of this Schedule. Customer shall be responsible for all
uses of PINs, pass codes or other access capability during or after the tenn
hereof. Customer agrees that the Equipment and Service provided by Frontier
hereunder are subject to the terms, conditions and restrictions contained in any
applicable agreements (including software or other intellectual property license
agreements) between Frontier and Frontier's vendors. Customer is responsible
to ensure appropriate processes and protocols are in place for rate shaping to
the amount of throughput ordered. Customer acknowledges that failure to
comply with this responsibility may negatively impact Service perfonnance.

3. Equipment or Software Not Provided by Frontier. Upon notice from
Frontier that the facilities, services, equipment or software not provided or 
approved by Frontier is causing or is likely to cause hazard, interference or 
service obstruction, Customer shall immediately eliminate the likelihood of 
hazard, interference or service obstruction. If Customer requests Frontier to
troubleshoot difficulties caused by the equipment or software not provided by 
Frontier, and Frontier agrees to do so, Customer shall pay Frontier at its then 
current rates. 

4. Internet Acceptable Use Policy and Security. For Customers ordering
Internet integration into the network initially or during the Service Tenn,
Customer shall comply, and shall cause all Service users to comply, with
Frontier's Acceptable Use Policy ("AUP"), which Frontier may modify at any
time. The current AUP is available for review at the following address, subject to
change: http://www.frontier.com/policies/commercial aup/. Customer is 
responsible for maintaining awareness of the current AUP and adhering to the
AUP as it may be amended from time to time. Failure to comply with the AUP
is grounds for immediate suspension or termination of Frontier Internet
Service, notwithstanding any notice requirement provisions of the FSA.
Customer is responsible for the security of its own networks, equipment,
hardware, software and software applications. Abuse that occurs as a result of 
Customer's systems or account being compromised or as a result of activities of 
third parties permitted by Customer may result in suspension of Customer's 
accounts or Internet access by Frontier. Each party agrees to be responsible for
its own negligence and that of its employees and agents.
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